
  

 

According to PCI DSS mandates, merchants are required to display an information security policy 

addressing credit card information.  Payment Express offers this template for any ecommerce website using 

our services. 

  

PLAIN TEXT 

XXXXXXXX credit card information security policy 

XXXXXXX uses the Payment Express Payment Gateway for its online credit card transactions. Payment 

Express processes online credit card transactions securely for thousands of merchants globally, providing a 

safe and secure online payment service.  

 Payments are processed in real-time 

 XXXXXXXX does not have access to your full card number, this credit card payment is secured by 

Payment Express 

 Payment Express have bank grade security. All transaction details are stored in their PCI-DSS 

compliant Data Centre 

 Payment Express Software is certified with over 200 banks globally  

Visit www.paymentexpress.com for more info on online credit card payments. 

 

 

HTML  

<h2>XXXXXXXX credit card information security policy <h2> 

<p>XXXXXXX uses the Payment Express Payment Gateway for its online credit card transactions. Payment 

Express processes online credit card transactions securely for thousands of merchants globally, providing a 

safe and secure online payment service. </p> 

<ul> 

<li>Payments are processed in real-time</li> 

<li>XXXXXXXX does not have access to your full card number, this credit card payment is secured by 

Payment Express</li> 

<li>Payment Express have bank grade security. All transaction details are stored in their PCI-DSS compliant 

Data Centre</li> 

<li> Payment Express Software is certified with over 200 banks globally</li> 

</ul> 

<p>Visit the Payment Express website for more info on <a 

href=”http://www.paymentexpress.com/products/ecommerce.html”>online credit card payments</a>.</p> 
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